
AIG Cyber Risk Advisory Team
AIG’s Cyber Risk Advisors carry vast experience and technical expertise in the latest threats and 
improvements to help AIG Cyber insureds build cyber resiliency. Strategically located across the globe, the 
team works directly with insureds to analyze their current cyber security postures and, using claims insights 
and root cause analysis investigations, identify steps to help improve cyber security. Leveraging current 
threat intelligence, the team also alerts clients mid-policy of potential vulnerabilities or weaknesses that 
can be proactively remediated. 

North America

Perry Lee
Cyber Risk Advisor, North America
Years with AIG: 6+
Years of experience: 17+
Areas of expertise: cyber risk assessment and improvement; security control implementation; IT and 
information security strategy; incident response preparedness; cyber impact assessment

Jeff Palatt
Cyber Risk Advisor, North America
Years with AIG: 1+
Years of experience: 25+
Areas of expertise: digital forensics and incident response; cyber threat intelligence and detection; 
security operations; post breach remediation; cyber risk management; cybersecurity program 
development; Certified Information Security Manager (CISM); Certified Information Systems Security 
Professional (CISSP); Certified Information Systems Auditor (CISA)

Dan Wilson
Cyber Risk Advisor, North America
Years with AIG: 7+
Years of experience: 23+
Areas of expertise: incident planning, response, and forensics; compliance and security auditing; 
application security and design; vulnerability management; penetration testing; security awareness 
training and policy development; enterprise malware detection; Certified Chief Information Security 
Officer (C-CISO) and security consultant

Europe, Middle East & Latin America
Vanessa Alvarez
Head of Cyber Risk Advisory,  UK, Europe & LATAM
Years with AIG: 2+
Years of experience: 20+
Areas of expertise: analysis of cyber threat evolution and impact on cyber risks; identification and 
implementation of mitigation strategies for companies of all sizes and sectors; certifications from 
SANS Institute and National Institute of Standards and Technology (NIST)

Fahad Fawal
Cyber Risk Advisor, EMEA
Years with AIG: 2+
Years of experience: 12+
Areas of expertise: cyber risk assessment; risk improvement and mitigation best practices; data 
protection measures and technologies; incident response and crisis management



Contact AIG’s Cyber Risk Advisors at cyberlosscontrol@aig.com.
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Europe, Middle East & Latin America (continued)

Umar Khan
Cyber Risk Specialist, EMEA
Years with AIG: 2+
Years of experience: 9+
Areas of expertise: cyber risk; risk quantification; risk reduction best practices; incident response 
planning; application security; cybersecurity transformation programs; cyber strategy; qualified ISO 
27001 Lead Auditor & Implementer; former CREST Registered Penetration Tester

Antonio San Martino
Cyber Risk Advisor,  EMEA
Years with AIG: 1
Years of experience: 23+
Areas of expertise: product security strategy;  protection of highly sensitive systems against 
advanced threats; safeguarding critical infrastructure; Certified Information Security Manager (CISM); 
Certificate of Cloud Security Knowledge (CCSK); Certified Chief Information Security Officer (C-CISO)

Asia Pacific
Sampat Dharmesh-dilip
Cyber Risk Advisor, Asia Pacific
Years with AIG: 4+
Years of experience: 20+
Areas of expertise: cyber risk mitigation strategies; forward-looking assessment of new threats; 
evolving security technologies; former Certified Information Systems Security Professional (CISSP), 
Certified Information Systems Auditor (CISA), Certified Information Security Manager (CISM), Certified 
in Risk and Information Systems Control (CRISC), and PCI Qualified Security Assessor (PCI-QSA)

Reona Nakamura
Cyber Risk Advisor, Japan
Years with AIG: 1
Years of experience: 10+
Areas of expertise: cyber risks and solutions for AIG clients; system engineering; Certified Information 
Systems Security Professional (CISSP)
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